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About the Programme 

Data Innovation has become a key driver for business growth in today’s business landscape. In order 

to harness the power of data innovation, it is important that businesses in South-East Asia are 

acquainted with the personal data protection laws of this region. Join us in this seminar where we 

provide a comparative analysis of the region’s data protection laws that enable data innovation for 

businesses. We will also explore practical ways in which businesses can adopt data innovation 

initiatives in this region.   

 

Programme Outline 

Time Programme 

11.30am – 12.00pm 
Registrants to log on 

12.00pm – 12.15pm Keynote speech by PDPC 

Denise Wong – Assistant Chief Executive, Data Innovation and Protection 

Group (DIPG), IMDA; Deputy Commissioner, Personal Data Protection 

Commission (PDPC) 

12.15pm – 1.00pm 
Singapore’s PDPA and Data Innovation 

Anastasia Su-Anne Chen – Director, Drew & Napier LLC 

Data Innovation: Relying on the Legitimate Interest exception / lawful 

ground 

Angela Xu – Senior Privacy Counsel for APAC, Google 

Data Innovation – Legal Aspects of Anonymization techniques and 

various PET 

Jeffrey Lim – Director, Joyce A. Tan & Partners LLC 

1.00pm – 1.30pm Panel Discussion 

Moderator 

Jansen Aw – Partner and Deputy Head, Donaldson & Burkinshaw LLP 

Panellists 

Anastasia Su-Anne Chen – Director, Drew & Napier LLC 

Jeffrey Lim – Director, Joyce A. Tan & Partners LLC 

Angela Xu – Senior Privacy Counsel for APAC, Google 

1.30pm  
End 
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Speakers’ Profiles 

 

Jansen Aw –  Co Vice-Chairperson (Cybersecurity & Data Protection 

Committee), The Law Society of Singapore; Partner and Deputy Head, 

Donaldson & Burkinshaw LLP  

 

Jansen Aw is a Partner of Donaldson & Burkinshaw LLP.  
 
He is a dispute resolution lawyer with specialised knowledge and expertise 
in data protection.  
 
Jansen was previously an assistant chief counsel with the Personal Data 
Protection Commission (“PDPC”) under the Info-communications 
Development Authority of Singapore (“IDA”) (as it then was). In his role as 
assistant chief counsel, he mainly handled the enforcement and 
prosecutorial matters.  
 
Jansen has obtained several credentials in privacy and data protection, 
namely, CIPP/A, CIPP/E and CIPM. He also holds a Fellow of Information 
Privacy (FIP) designation with the International Association of Privacy 
Professionals.  
 

 

Anastasia Su-Anne Chen – Director, Drew & Napier LLC 

 

Anastasia is a Director with the Corporate & Finance Department in Drew 

& Napier. Her key areas of practice are Data Protection, Privacy and 

Cybersecurity, as well as Technology, Media, and Telecommunications 

(TMT).   

 

Prior to joining the firm, Anastasia was Deputy Chief Counsel to 

Singapore’s Personal Data Protection Commission (PDPC) and Info-

communications Media Development Authority (IMDA) for over 9 years. 

She was lead counsel for PDPC’s matters, IMDA’s procurement and 

intellectual property portfolios, as well as the legal advisor to IMDA’s Data 

Administration Group. This includes advising on the administration, 

application, and enforcement of Singapore’s Personal Data Protection Act 

2012 (PDPA). Significant national projects which she has worked on are 

the amendments to the PDPA, which came into effect on 1 February 2021, 

and Singapore’s participation and implementation of the APEC Cross-

Border- Privacy Rules certification system. 

 

Anastasia has broad experience in respect of data protection compliance 

programmes and documentation, cross-border data transfers, the co-

ordination of multi-jurisdictional projects, as well as data breach 

management. She also advises on related TMT matters, such as regulatory 

issues in respect of data centres and the use of AI. 
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Jeffrey Lim – Co Vice-Chairperson (Cybersecurity & Data Protection 

Committee), The Law Society of Singapore; Director, Joyce A Tan & 

Partners 

 

Jeffrey Lim is a TMT, and IP lawyer and who further specialises in data 

governance, cybersecurity, privacy and data protection. His clients include 

leading national organisations managing critical information infrastructure, 

to global e-commerce multinationals and technology corporations. Jeffrey 

has managed privacy projects both in Singapore and globally, having spent 

years both as in-house counsel at a global technology company and as a 

practitioner working with clients in multiple regions, and leading their 

compliance efforts in data privacy and cybersecurity. He has led clients 

through multi-jurisdictional technology projects and compliance matters. 

 

Jeffrey is Co Vice-Chairperson of the Law Society’s Cybersecurity & Data 

Protection Committee, the legal advisor to the Singapore Computer Society 

for special projects, and has written articles on data protection published 

by the PDPC and other publications. He was also a lead writer for the SCS-

IMDA AI Ethics Body of Knowledge, and is an NTU certified Artificial 

Intelligence Ethics and Governance (Professional Level). 

 

 

Denise Wong – Assistant Chief Executive, Data Innovation and 

Protection Group (DIPG), IMDA; Deputy Commissioner, Personal Data 

Protection Commission (PDPC) 

 

Denise is presently the Assistant Chief Executive (Data Innovation & 

Protection Group). Her scope of work includes developing forward-thinking 

governance on AI and data, driving a pipeline of AI talent, promoting 

industry adoption of AI and data analytics, as well as building specific AI 

and data science capabilities in Singapore.  

 

Denise concurrently holds the appointment of Deputy Commissioner of the 

Personal Data Protection Commission (PDPC) and oversees the 

administration and enforcement of the Personal Data Protection Act (2012). 

Her key responsibilities include managing the formulation and 

implementation of policies relating to the protection of personal data, as 

well as the issuing of enforcement directions for organisational actions.  

 

Denise joined IMDA on 1 September 2021 as Cluster Director of the 

Strategic Policy and Operations Cluster. She led a team to bring legislative 

amendments through Parliament to tackle online harms on social media, 

and subsequently set up the Online Communications Office to regulate 

social media platforms. Denise also oversaw teams that regulate against 

misinformation in the online space and scams perpetrated through the 

telecom networks.  

 

Earlier in her career, Denise was a Justices’ Law Clerk and Assistant 

Registrar at the Supreme Court of Singapore before joining the Attorney-

General’s Chambers Civil Division as State Counsel. 
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Angela Xu – Senior Privacy Counsel for APAC, Google  

 

Angela is Google’s Senior Privacy Counsel for APAC. She started her 

career in the Singapore government with a focus on technology and privacy 

- later becoming one of the founding members of the Personal Data 

Protection Commission. Prior to Google, she held regional privacy positions 

at Uber and the Great Eastern insurance group. In her free time, she 

volunteers with AsiaDPO, a Singapore registered society for privacy and 

data protection professionals, as a Management Committee member. 

 

 

 

 

 

 

 

 

 

 

  

Admin Note to Singapore Practitioners and s36B Foreign Lawyers in relation to the Mandatory CPD Scheme: 

No of Public CPD Points: 1.5 

Practice Area: Data Protection & Privacy 

Training Level: General 

Participants who wish to obtain CPD Points are reminded that they must comply strictly with the Attendance Policy set out in the CPD Guidelines. 

For this activity, this includes logging in at the start of the webinar and logging out at the conclusion of the webinar in the manner required by the 

organiser, and not being away from the entire activity for more than 15 minutes. Participants who do not comply with the Attendance Policy will not 

be able to obtain CPD Points for attending the activity. Please refer to http://www.sileCPDcentre.sg for more information. 

 

Note: In the course of the event, photographs/videos/interviews of participants could be taken/conducted by the Law Society or parties appointed 
by the Law Society for the purpose of post event publicity, either in the Law Society’s official publication/website, social media platforms or any 
third party’s publication/website/social media platforms approved by the Law Society. 
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Registration Fees 

Membership Category Fees 

(Inclusive of 8% GST and course 
materials) 

Law Society Member / Employee  
from small law firm 

(i.e. 5 or less lawyers) 
$87.48 

Law Society Member / Employee 
from mid or large law firm 
(i.e. 6 or more lawyers) 

$97.20 

SCCA Member $145.35 

Non-Member $161.50 

To register, please visit our website at: https://www.lawsociety.org.sg/CPD-Portal/Law-Society-Events. 

For enquiries, please contact us at cpd@lawsoc.org.sg or 6530-0230. 

 

1. Terms and Conditions 

1.1 Registration closes on the date as stipulated on the registration page or when all seats are filled. 

1.2 The registration fee is due and payable upon registration and must be received prior to the 

programme. 

1.3 Payment must be made by the closing date stated. Registration will only be confirmed upon receipt 

of full payment. An email confirming your registration will be sent to the email address provided 

in your registration, and/or a message confirming your registration will be displayed on the 

Website. If you do not receive confirmation of your registration within twenty-four (24) hours of 

your registration, please contact the Law Society CPD team at cpd@lawsoc.org.sg.  

1.4 The Law Society reserves the right to refuse to register or admit any participant, and to cancel or 

postpone the programme. 

1.5 If you are unable to attend, a substitute delegate is welcomed, provided that the Law Society is 

notified in writing of the name and particulars of the substitute delegate at least 3 working days 

before the programme. 

 

2. Cancellation and Refund of Fees 

2.1 Allocation of seats is on a first-come-first-served basis and limited seats for each programme. 

2.2 Participant who cancels their registration before the commencement date shall be liable to pay 

the percentage of the registration fee set out as follows: 

i.              20 calendar days before commencement date: 25% of registration fee. 

ii.             8 to 19 calendar days before commencement date: 50% of registration fee. 

iii.            7 calendar days or less before commencement date: 100% of registration fee. 

2.3 Participants who cancel their registration without prior payment made shall also be liable to the 

cancellation fee set out in 2.2. In the event that the payment for cancellation fee is not received 

despite multiple chasers, a tax invoice will be issued and mailed to your law practice/organisation. 

file:///C:/Users/audreychew/Downloads/cpd@lawsoc.org.sg
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2.4 Participant who is unable to attend the programme due to medical exigencies will be subject to a 

cancellation fee of 50% of registration fee. Supporting document(s) has to be submitted to The 

Law Society of Singapore within 3 working days after the commencement of the programme. 

 

3. Intellectual Property Rights 

3.1 The Law Society reserves all its intellectual property rights (including but not limited to all copyright) 

which it either owns or holds as licensor in the programme and any materials forming part of the 

programme (including but not limited to written materials, slides, recordings, assessments and 

downloadable materials) made available to you as part of the programme (“Law Society 

Materials”) and you agree that you will not do anything to infringe or prejudice those rights. 

3.2 You may view (and where required to do so, download certain) Law Society Materials for your 

personal educational and training purposes only, subject to the restrictions set out in clause 3.3 

below. 

3.3 You may not:  

3.3.1. download or copy onto any device or medium any Law Society Materials other than as 

may be required as part of the programme; 

3.3.2. sell, sublicense, distribute, display, broadcast, store, modify, translate or transfer any 

Law Society Materials; 

3.3.3. use any Law Society Materials to create any derivative materials or competitive 

products; 

3.3.4. use any automated, programmatic, scripted or other mechanical means to access the 

programme; 

3.3.5. allow anyone except the individual to whom access to an programme has been 

allocated; 

3.3.6. allow any third parties to access, use or benefit from the Law Society Materials in any 

way; or 

3.3.7. share your password or logon details with anyone. 

 

4. Data Protection 

4.1 All personal information you disclose to us in the registration form will be processed in accordance 

with the Personal Data and Protection Act. We will not share your contact details without your 

written consent.  

4.2 By submitting this registration form, you consent that the Law Society may collect, use and 

disclose the personal data you provide in this form to administer your registration for this event 

and for statistical, analysis and planning purposes, solely related to this programme. You consent 

that we may disclose: (i) aggregate participant data to speakers to tailor their presentations for 

this event; (ii) aggregate participant data for publicity purposes. 

4.3 You agree that any personal information you submit as part of your registration for the programme 

is accurate and that you have all necessary permissions to submit such personal information. 

 

 

 

 


